BUSINESS ASSOCIATE AGREEMENT

This Business Associate Agreement, effective , 20___, is entered into by and between
Sedgwick County on behalf of its COMCARE with an address of 635 N. Main, Wichita KS 67203 “Business
Associate” and SOUTHWEST MEDICAL CENTER with an address of 375" ar Pershing, PO Bosxe 1340, I iberal, KS
67905, “Covered Entity.”

The Business Associate is a Mental Health Center and the Covered Entity is a hospital.

The Covered Entity and the Business Associate have entered into, or are entering into, or may subsequently entet
into, agreements or other documented arrangements under which the Business Associate may regularly use and/or
disclose Protected Health Information and/or Electronic Protected Health Information in its petformance of the
Services provided to the Covered Entity. Both Parties are committed to complying with the Standards for Privacy
of Individually Identifiable Health Information (the “Privacy Regulation”) under the Health Insurance Portability
and Accountability Act of 1996 (“HIPAA”) and The Security Rule (45 CFR Parts 160 and 164). This Agreement
sets forth the terms and conditions pursuant to which Protected Health Information that is provided by, or created
or recetved by the Business Associate from or on behalf of the Covered Entity (“Protected Health Information™),
will be handled between the Business Associate and the Covered Entity and with third parties duting the term of
their Agreement and after its termination. The Department of Health and Human Scrvices published a final rule
relating to the Security Standards under HIPAA codified at 45 CFR Parts 160 and 164 (Security Rule). The Security
Rule requires the Business Associate to agree to certain safeguards and terms relating to the security of Electronic
Protected Health Information (EPHI). Specifically, a covered entity like Southwest Medical Center, in accordance
with Sec. 164.306, may permit a business associate to create, receive, maintain, or transmit EPHI on the covered
entity’s behalf only if the covered entity obtains satisfactory assurances, in accordance with Sec. 164.314(a) that the
Business Associate appropriately safeguards the information.

Further, this Agreement is also intended to comply with the Health Information Technology for Economic and
Clinical Health Act (HITECH Act), which imposes certain privacy and security obligations on Covered Entities in
addition to the obligations cteated by the Privacy Regulations and Security Rule.

Definitions: Terms used, but not otherwise defined, in this Agreement shall have the same meaning as those terms
in the Privacy Rule and the Security Rule (45 CFR 160 and 164).

(a) Breach shall have the same meaning as the term “breach” at 45 CFR 164.402 and shall include
the unauthorized acquisition, access, use or disclosure of Unsecured PHI that compromises the
security or privacy rule of the PHI.

(b) Business Associate shall mean Sedgwick County on behalf of its COMCARE
(c) Covered Entity shall mean Southwest Medical Center.
(d) Electronic Media has the meaning in 45 CFR 160.103 which is:

(1) Electronic storage media including memory devices in computers (hard drives) and any
removable or transportable digital memory medium, such as magnetic tape or disk, optical
disk, ot digital memory card; or

(2) transmission media used to exchange information already in electronic storage media.
Transmission media include, for example, the Internet, extranet, leased lines, dial-up lines,
private  networks and the physical movement of removable/ transportable  electronic
storage media. Certain transmissions, including of paper, via facsimile, and via telephone,
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are not considered transmission via electronic media because the imformation did not exist
in electronic form before the transmission.

(¢) Electronic Protected Health Information or “EPHI” has the meaning in 45 CFR 160.103,
and is defined as that received from, or created of received on behalf of Southwest
Medical Center.

() Individnal shall have the same meaning as the term “individual® in 45 CFR  1¢0.103
and shall include 2 person who qualifies as a personal representative in accordance with 45 CFR1 64.502

(g) Parties shall mean Business Associate and Covered Entity.

(h) Privacy Rule shall mean the Standards for Privacy of Individually Identifiable Health
Information at 45 CFR Part 160 and Part 164, subparts A and E.

(i) Protected Health Information shall have the same meaning as the term “Protected Health
Information” in 45 CFR  160.103, limited to the information created or received by
Business Associate from or on behalf of Covered Entity. '

() Required By Law shall have the same meaning as the term “required by law” in 45 CFR
164.103.

(k) Secretary shall mean the Secretary of the Department of Health and Human Services or his
designee.

() Security Incident has the meaning in 45 CFR 164.304, which is the attempted or successful
unauthorized access, use, disclosure, modification, or destruction of mformation or interference
with system operatons.

(m) Unsccured Protected Health Information shall have the  same meaning  as  “unsecurcd

protected health information in 45 CFR 164.402.

Permitted Uses and Disclosures by Business Associate
General Use and Disclosure Provisions:

Business Associate may reccive from Covered Entity, or create or receive on behalf of Covered Entity, health
information that is protected under applicable state and/or federal law, including without limitation, Protected
Health Information and/or Electronic Protected Health Information

Except as otherwise limited in this Agreement, Business Associate may use or disclose Protected Health
Information and/or Electronic Protected Health Information to perform functions, activities, or services for, or on
behalf of, Covered Entity as specified in the Healthcare Master Agreement and any ancillary agreements, pn’,‘,ided
that such use or disclosute would not violate the Privacy Rule or the Security Rule if done by Covered Entity ot the
minimum necessary policies and procedures of the Covered Entity.

Specific Use and Disclosure Provisions:

A. Except as otherwise limited in the Agreement, Business Associate may use Protected Health Information and
Electronic Protected Health Information for the proper management and administration of the Business Associate
or to carry out the legal responsibilities of the Business Associate.

B. Except as otherwise limited in this Agreement, Business Associate may disclose Protected Health Information
and Electronic Protected Heslth Information for the proper management and administtation of the Business
Associate, provided that disclosures are Required By Law, or Business Associate obtains teasonable assurances from
the petson to whom the information is disclosed that it will remain confidential and used or further disclosed only
as Required By Law or for the putpose for which it was disclosed to the person, and the person notified the
Busines,fEl Associate of any instances of which it is awate in which the confidentiality of the information hsg been
breached.
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C. Except as otherwise limited in this Agreement, Business Associate may use Protected Health  Informa tion and
Electronic Protected Health Information to provided Data Aggregation services to Covered entity as permitted hy
45 CFR 164.504(e) (2) G)(B).

D. Business Associate may usc Protected Health Information and Electronic Protected Health Information 1o
repott violatons of law to appropriate Federal and State authorities, consistent with (45 CFR 164.502G)(1))

Obligations and Activities of Business Associate

A. Business Associate agrees to not use or disclose Protected Health Informadon or Electronic Protected
Health Information (EPHI) other than as permitted or required by the Agreement or as Required by Law.

B. Business Associate will implement administrative, physical and technical safeguards that reasonably and
appropriately protect the confidentiality, integrity, and availability of the Protected Health Information and EPHI
that it receives, maintaing, transmits ot stores on behalf of the Covered Entity.

C. Business Assoclate agrecs o mitigate, to the extent ptacticable, any harmful effect that is known to Business
Associate of 2 use ot disclosure of Protected Health Information and Electronic Protected Health Information by
Business Associate in violation of the requirements of the Agreement.

D. Business Associate agrees to report in writing to the designated Privacy and Security Officer of the Covered
Fnury any use or disclosure of the Protected Health information and Electronic Protecred Health Informarion not
provided for by this Agreement of which it becomes aware within five business days of the Business Associare’s
discovery of such unauthorized use and/or disclosure.

(1) Any actual, successful Sccurity Incident will be reported to Southwest Medical Center
immediately by telephone to Southwest Medical Center's Security or Privacy and
Security Officials and the hospital Administrator. The telephone report is to be followed up in writing,
within five (5) business days of the date on which Business Associate becomes awate of such Securiry
Incident. ’

(Z) Any attempted, unsuccessfu] Sceurity Incident of which Business Associate becomes
aware, will be reported to Southwest Medical Center’s Privacy ot Security Officer in
writing, within ten (10) business days of the date oh which Business Associate becomes aware  of
such unsuccessful Security Incident.

(3) Any notice provided by rhis agreement shall contain all of the informaton required under 45 CFR
164.410.

E. Business Associate agrees to ensure that any agent, including a subcontractot, to whom it provides Protected
Health Information and Electronic Protected Health Information received from, or created or received by Business
Associate on behalf of Covered Entity, agrees to the same resttictions and conditions that apply through this
Agreement to Business Associate with tespect ro such information.

F. Business Associate agrees to provide access, at the request of Covered Entity, and in a reasonable time and
manner agreed to by the Parties, to Protected Health Information and Electronic Protected Health Infortmation o
Covered Entity ot, as directed by Covered Entity, to an Individual in order to meet the requitements under 45 CFR
164.524. This time frame cannot exceed 45 days,

G. Business Associate agtees to make available protected health information for amendment and to make any
amendment(s) to Protected Health Information that the Covered Entity directs or agrees to pursuant to 45 CFR
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164.526 at the request of Covered Entity or an Individual, and in the time and manner to be negotiated for he
convenience of Parties.

H. Business Associate agrees and understands that it must develop and implement a system of sanctions for any
employee, subcontractor or agent who violates this Agteement or the HHS Privacy Regulations. ’

1. Business Associate aprees to make intetnal practices, books, and records, including policies and procedures and
Protected Health Informadon and/or Electronic Protected Health Information relating to the use and disclogure of
Protected Health Information and/or Electronic Protected Health Information received from, created by
ransmitted by or stored by Business Associate on behalf of Covered Entity available to the Secretaty, in a time anc{
manner designated by the Sectetary, for purposes of the Secretary determining Covered Entny’s compliance with
the Privacy Rule and the Security Rule. ’

J. Business Associate agrees to document such disclosures of Prorected Health Information and/or Electronic
Health Information and information related to such disclosures as would be requited for Covered Entity to respond
to a request by an Individual for an accounting of disclosures of Protected Health Information in accordance with
45 CFR 164.528.

K. Business Associate agrees to provide to Covered Entity or an Individual, in time and manner to be negotiated
by Pattics, information collected in accordance to permit Covered Entity to respond to a request by an Individual
for an accounting of disclosures of Protecred Health Information in accordance with 45 CFR 164.528,

.. Business Associate agrees 1o refrain from receiving anv remuneration in exchange for any Individuals PJi1]
unless such exchange (1) 15 pursuant ro a valid authorizaton thar includes a specification of whether the PHI can be
further exchanged for remuneravon by the entity receiving PHI of that Indwidual, or (1) sausfies one of the
exceptions enumerated in the HIPAA regulatons and, specifically, Section 13405(d)(2) of the HITECI] Act.

M. Business Associate shall refrain from matketing activities that would violate the Privacy and Security Rules

N. Business Associate agrees to tefrain from exchanging any PHI with any entity (including Covered Entiry) of
which Business Associate knows of a pattern of activity or practice that constitutes a material breach ot viclton of
HIPAA and, upon becoming aware of such behaviot by an entty with which Business Associate has already
exchange HI, take reasonable steps to cure the breach or end the violation, as applicable, and, if such steps are
unsuccessful, terminate the contract or artangement with such entity, if feasible. If termination is nor feasible
Business Associate shall report the problem to the Secretary, in accordance with Section 13404 of the HITECH Ac;
and 45 CF.R. § 164.504(c).

O. The Business Associate shall implement Administrative, Physical, and Technical Safeguards that reasonably and
appropriately protect the confidentiality, integriry and availability of the Protected Health Information that it creates
receives, maintains, or transmits on behalf of the Covered Entity. Additionally, the Business Associate shall comply:
with all applicable requirements of Subpart C of Part 164 of the Secutity Rule.

Obligations of Covered Entity

Provisions for Covered Entity to Inforin Business Associate of Privacy Practices and Restrictions.

A. Covered Entiry shall notify Business Associate of any limitation(s) in its notice of privacy practices of Covered
Entity in accordance with 45 CFR 164.520, to the extent that such limitation may affect Business Associate’s use o

disclosure of Protected Health Information or Electronic Protected Health Information,

B. Covered Entity shall notify Business Associate of any changes in, or revocation of permission by Individya] to
use or disclose Protected Health Tnformation or Electronic Protected Health Information, to the extent that such
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changes may alfect Business Associate’s use or disclosure of Protected Health Informaton and/or Clectronic
Protected Health Informaton.

C. Covered Entity shall notify Business Associate of any restriction to the use or disclosure of Protected Health
Information or Electronic Protected Health Information that Covered Entity las agreed to in accordance with 45
CFR 164.522, 1o the extent that such restriction may affect Business Associate’s use or disclosure of Protected

Health Information and/or Electronic Protected IHealth Information.

D. Covered Entity shall provide the Business Associate a copy of the Nodce of Privacy Practices currently in use
and any revision of Nartce, :

Permissible Requests by Covered Entity

Covered Entitv shall not request Business Associate to use or disclose Protected Ilealth Information and/or
Electronic Protected Tealth Informaton in any manner that would not be permussible under the Privacy Rule if
done by Covered Fnty. )

Term and Termination

A, Term. The Term of this Agreement shall be effectve as of June 1™, 2015 and shall terminate when all ot the
Protected [Health Information and/or Electronic Protected Health Information provided by Covered Lntin 10
Business Assodiate, or created or received by Business Associate on behalf of Covered li:‘xtih', is destroved or
returned 1o Covered Entdt, o if it s infeasible o retuen or destrov: Protected Health Information and/or
I"lectronic Protected [ lealth Inrormation protections are extended 0 such information in accordance wirh -Thv
termination provisions n this Scction. '

B, Termination for Cause. Upon Covered Entiy’s knowledge of a material breach by Business Associate
Covered Entity shall either: (1) Provide an opportunity for Business Associate to cure the breach or end r}’l;
violation and teminate this Agreement if Business Associate does not cure the breach or end the violation within
the time specified by Covered Loriry; (2)Immediately terminate this Agreement if Business Associate has breached a
material term of this Agreement and cure is not possible; or (3) If ncither wermination nor cure are feasible, Covered
Entity shall report the violation to the Secretary.

C. Effect of Termination. (1) Lxcept as provided in paragraph two of this section, upon termination of this
Agreement, for any reason, Business Associate shall rerurn or destroy all Protected Health Informatinn am;l
[lectronic Protected Ilealth Information received from Covered Lntity, or created or received by Business
Associate on behalf of Covered Entity, within 30 days.This provision shall apply to Protecred Health I;]f(,lmﬂﬂ(;[;
and Electronic Protected Health Information thar is in the possession of subconuactors or agents of Businesy
Associate. Business Associate shall retain no copies of the Protected Health Information or Electronic Pmtec(éé
ITealth Information. (2) In the event that the Business Associate determines that returning or dcslm\"jng the
Protected Health Information and/or Electronic Protected Health Information is infeasible, Business Associate
shall provide to Covered Ity notification of the conditions that make return or destruction infeasible. Upon the
determinadon that rerurn or destruction of Protected IHealth Information and/or Electronic Protected Health
Information is infeasible, Business Associate shall extend the protections of this Agreement to such Protected
Health Information and/or Electronic Protected Health Information and Lmit further uses and disclosures of such
Protected Health Information and/or Electronic Protected Health Information to those purposes that make: the
return or destruction infeasible, for so long as the Business Associate maintains such Protected Health Information
and/or Electronic Protected Health Information.

Miscellaneous
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(2) Regulatory References. A reference in this Agteement to 2 section in the Privacy Rule means the section as in
cffect or as amended. as

(b). Amendment. The Parties agree (o take such action as is necessary to amend this Agreement from tme to time
as is necessary for Covered Entity to comply with the requitements of the Privacy Rule and the Security Rule and
the Health Insurance Portability and Accountability Act of 1996, Pub. L. No. 104-191. e

(c) Survival. The respective rights and obligations of Business Associate under Section i
_ he 1 . 1 C of this agree
survive the termination of this Agreement. B

(d Inte'rpretation, 1f any controvetsy, dispute or claim arises between the Parties with respect to this Agreement,
the Parties shal} make good faith efforts to resolve such matters informally so as to permit Covered Entj d
Business Associate to comply with the Privacy Rule and the Secutity Rule. i

IN WITNESS WHEREOF, each of the undersigned has caused this Agreement to be duly ex o
on its behalf effective as of 8t ‘ e duly exccuted in its name and

BUSINESS ASSOCIATE APPROVED AS TO FORM:

e '\\ \\'\ \‘"“7[
By: o m:Lx__)J_?i L

Print Name: Richard Ranzau Print Name: Michael North

Print Title: Chaivman, Sedgwick County Commissioners  Print ‘Iitle: Assistant Counrty Counsclor

Date: i Date: q!/ﬁg} IS

COVERED ENTITY
! XN

Print 'Iv*iﬂe-.'_i_)_o %Ll‘n_m'sou NP Prqe st ng
Date: 5/[\/|<‘

Revised 2013
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